


activities in this country.  Unfortunately, beyond these vague warnings, the Administration has 
done little to harden vulnerable rail targets, ensure the training of employees or provide the level 
of funding that is so desperately needed for training, new technology deployment and 
infrastructure improvements.  
 
The Transportation Security Administration (TSA) is spending $4.4 billion this year on aviation 
security – an investment in aviation security we of course support – but passenger rail and transit 
are being left with just $10 million.  When you remember the size and scope of our rail system 
and infrastructure, this lack of attention and focus is hard to understand.  There are over 100,000 
miles of rail in the U.S. – 22,000 of miles of it used by Amtrak in 46 states and the District of 
Columbia.  In FY 2002, Amtrak served 23.4 million passengers, or 64,000 a day.  Commuter rail 
operations add 1.2 million passenger trips each weekday.  The freight rail carriers carry 42 
percent of our nation’s domestic intercity freight and in 2001 alone, over 83 million tons of 
hazardous material. 
 
So our rail security challenge, based just on the size of the system, is indeed daunting.  In 
addition, we must recognize that given the open nature of our rail transportation network, we are 
never going to be able to secure it entirely, as it is, unlike aviation, simply not housed in a closed 
or controlled infrastructure.  Indeed, inter-city and commuter rail is designed to be accessible and 
at least part of its appeal is this relative ease of use.  Having said that, there are steps that must be 
taken to address certain security risks in the system.  
 
As a general matter, we fully recognize that many in the industry will fight any mandates or 
requirements that might be imposed on them – even to enhance security.  Their position will be 
that they know what is best and that they know how to run a railroad.  Just provide them with 
millions in grant money and they will take care of everything else.  I hope that you will reject 
this approach.  We need to ensure that security is not left to the whims of individual carriers or 
cut when profit margins get tight.  We must ensure a basic level of security and asking railroads 
to follow certain basic requirements, such as employee training, is not unreasonable. 
 
Indeed, we need to start treating front-line employees as true partners in the effort to protect our 
rail system – these workers, our members, are the “eyes and ears” so to speak of the industry.  
They greet passengers, sell tickets, operate trains, maintain track, dispatch trains and fix cars.  In 
short, they are in an excellent position to spot security risks and terrorist threats.  And in the 
event that an attack does occur, our members will be on the scene and the first to respond along 
with firefighters and police. 
 
But to be real partners in rail security and to play this important role, workers need more support 
from their employers and certain tools.  First, security training for workers must be mandated.  
While some rail carriers might claim progress in this area, we have talked to too many workers 
who are not receiving any training or might be allowed to watch a one size fits all video.  This is 
hardly going to cut it.  Workers need to know how to identify a security risk and what to do in 
that situation.  When should passengers be evacuated? Who is the contact person to report a 
potential risk?  What actions, if any, should a worker take in a given situation?  How should 
trains, stations or tunnels be evacuated and handled in different situations?  What are the 
appropriate and necessary communications protocols crewmembers should follow in the event of 
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a security breach or incident?  These are just a few of the many questions we know that workers 
are asking and not getting adequate answers to.  In addition to formal training, technology must 
be provided to allow train operators to alert dispatchers and management of security 
developments that may arise during operations. 
 
In addition to training, we must also ensure that workers who report or identify a security risk 
will not face retribution or retaliation from their employers.  Simply put, a rail worker should not 
have to choose between doing the right thing on security and his or her job.  Unfortunately, too 
often this is exactly what occurs in the industry when it comes to workers reporting rail safety 
risks and concerns. 
 
Rail workers and their unions have long argued that despite the whistle-blower protections 
included in current law (49 U.S.C. § 20109), employees still experience employer harassment 
and intimidation when reporting accidents, injuries and other safety concerns.  Indeed, in a 
Federal Railroad Administration (FRA) report issued in July 2002 entitled An Examination of 
Railroad Yard Workers Safety (RR02-01), the FRA conducted focus group interviews with 
certain groups of rail workers. The FRA stated, “Perhaps of most significance, rail labor painted 
a generally adversarial picture of the safety climate in the rail industry. They felt that harassment 
and intimidation were commonplace, and were used to pressure employees to not report an 
injury, to cut corners and to work faster.”   
 
As Congress considers rail security legislation, it must address this problem by strengthening the 
current whistle-blower protections and ensuring that workers who report security concerns are 
covered by the strongest possible protections.  Everyday, rail carriers and the government ask 
front-line workers to be more vigilant about security risks and to report possible breaches.  With 
the right training, rail workers are more than happy to play this role.  But it is disingenuous to 
ask workers to report problems and at the same time refuse to give them the basic protections 
needed to ensure that such reporting will not result in retribution from their employer.  Again, I 
urge the Committee to send a clear message on this point – workers are to be treated as partners 
in enhancing security, not critics to be silenced.  In fact, I would that as part of the Sarbanes-
Oxley Act, Congress, on a bi-partisan basis, included whistle-blower protections for those who 
report shareholder fraud violations or of violations Securities and Exchange Commission rules. 
(See, 17 U.S.C. 1514A).  Surely, if we can protect whistle-blowers who report financial security 
problems, we can also protect those who report rail security concerns.   
 
We are also concerned that the use of remote control locomotives (RCLs) is replacing trained 
employees with unregulated technology that is a direct threat to safety and security.  Attached is 
a resolution, unanimously adopted by TTD’s 35 affiliated unions earlier this year, that calls for 
the FRA to put an end to the unregulated use of RCLs2 – something the agency has refused to do 
despite formal requests from the Brotherhood of Locomotive Engineers and Trainmen (BLET), 
the International Brotherhood of Teamsters (IBT), and all of transportation labor through the 
TTD.  Also attached is a letter from IBT General President James Hoffa and BLET President 
Don Hahs outlining their security concerns regarding the use of RCLs.3   
                                                 
2Attached at 2 is the TTD resolution of RCLs.   

3Attached at 3 is the IBT and BLET letter on RCLs.   
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While I realize that our nation’s largest rail carriers see RCLs as a cost saver, we must never put 
profits ahead of safety and security which is exactly what we doing right now.  It must be 
remembered that RCLs are used to move cars that contain hazardous material – a serious security 
risk if they fall in the wrong hands.  While much of RCL operations occur within the rail yard, it 
is not uncommon for the technology to move cars over grade crossings and several miles from 
the point of origin to the final destination within a terminal.  Federal regulations are needed for 
RCL use and we need to make sure that operators are trained in this technology.  Finally, 
requirements are need to ensure that RCL devices are in a secure location when not being used.  
 
Our members are also increasingly concerned that rail yards and facilities are largely open areas 
where people can come and go virtually unchallenged.  In general, we need to ensure some type 
of security perimeter around yards and other sensitive facilities and better access control.  
Indeed, I would note that shortly after the Madrid attacks Amtrak issued a security notice 
reminding employees to wear their identification badges despite the fact that, according to 
reports we have received, many employees have not actually received their credentials.  This of 
course raises the question of how access control is being achieved in those situations.  On a 
related issue, we need procedures in place to ensure that unattended locomotives are secured and 
can only be moved by authorized individuals.  In addition, we note that many locomotive cabs 
are accessible in transport to passengers.  We need to find a way to fortify this workplace which 
of course is also the control center for operational trains.  I should note that Congress has already 
required the fortification of cockpit doors of commercial aircraft as part of an overall effort to 
secure air transport.   
 
Achieving rail security is of course not a simple task.  But we cannot allow this challenge to go 
unmet any longer.  Two and a half years after 9/11 and in the wake of Madrid, our government 
and rail employers are still not doing enough to make rail transportation as secure as possible.  
Rail security needs and deserves attention and focus from policy makers.  Carriers must be 
required to follow security procedures, employees must be trained and afforded whistle-blower 
protections, unregulated RCL use must stop, and rail yards, facilities and locomotives must be 
secured.  All of transportation labor has a vested interest in improving rail security and Mr. 
Chairman and Ranking Member Brown, TTD stands ready to work with you to achieve this 
common agenda. 
 
Thank you again for giving TTD an opportunity to share our views today.                   
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